SEPARATE
PERSONAL & WORK — CONSISTENCY ACROSS DEVICES

Enterprise management is easier with a
consistent secure work container across
different Android device manufacturers.
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For BYOD, IT administrators

can wipe the work content
without touching personal

content.

Separation of personal and work
apps and data is built into the OS.
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SIMPLE USER SETUP
IT admins can simplify user setup
MULTI-OS EMM by silently installing and removing
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work apps as well as specifying
REQUIRED app configurations in the EMM
Successfully deploying console.
Android for Work requires a
multi-OS EMM platform.
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: : - } E NO SIDELOADING APPS
VPN is for container-specific apps !
instead of device-wide VPN. New Play APIs mean only authorized

EMM providers can install approved
enterprise apps in the work container.
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apps managed by IT ' :
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